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University of lllinois

USC TEM User Group Access Report

01/31/2013 08:29 PM

Campus 900
College 900/AF/OBFS - University Payables
Department 900/698/OBFS - University Payables
EMPL TEM Account |TEM User
ENAME LNAME UIN ENTID STATUS | Status Group Headquarters Manager Name Manager UIN
Kim A 65 ka A Active All Users Urbana-Champaign, IL |Mary 65
Kim A 65 ka A Active ER Done Urbana-Champaign, IL |Mary 65
Administrators 5
Michelle B 65 su A Active All Users Urbana—Champaign, IL |James C Martinie 65
- . ER Done : o
Michelle B 65 su A Active Administrators | Urbana-Champaign, IL [James C Martinie 65
ER: Employee
Michelle B 65 su A Active Reimbursement |Urbana-Champaign, IL [James C Martinie 65
Auditors
ER Exception
Michelle B 65 su A Active Handling Urbana-Champaign, IL |James C Martinie 65
Administrators
Michelle B 65 su A Active ER: UPAY Urbana-Champaign, IL |[James C Martinie |65
Auditors
Michelle B 65 su A Active 2?355 ay Audit | yrpana-Champaign, IL [James C Martinie |65
Michelle 65 su A Active Power Users | Urbana-Champaign, IL |James C Martinie |65
Michelle 65 su A Active (P;;%-ulzay Audit | yrhana-Champaign, IL [James C Martinie  [65____. ..
: . USER: SAT : .
Michelle B 65 su A Active Business Rules Urbana—Champalgn. IL |James C Martinie 65
; : USER: SAT ~ -
Michelle B 65 su A Active o) Dot Urbana-Champaign, IL [James C Martinie |65
USER: SAT
Michelle B 65 su A Active ER/TP Data Urbana-Champaign, IL [James C Martinie |65
Types
: : USER: SAT : .
Michelle B 65 su A Active Read Only Urbana-Champaign, IL |James C Martinie 65
Michelle B 65 su A Active e Urbana-Champaign, IL |James C Martinie |65

Page 1641 of 1693




University of lllinois 01/31/2013 08:25 PM
USC TEM Charge Code Approver Access Report

Campus 900
College 900/AF/OBFS - University Payables
Department 900/698/0OBFS - University Payables

Last Name First Name UIN lEDntorprlso E:::I::ymont Role Chart |Org 5::: e
E Sandra 6 s Active Eﬁg@gg%’;‘fgﬁgfm 9  |107000  |1/1/2011
8 Sandra 6 s Active Choros Code fopaover [0 [107000  |1712012
E Sandra 6 s Active Eﬂggg&;’;‘fg;jger 9  |e98000 [9r202011
w Sheila 6 s Active Xgmg\gra-cmrge Codelg  |107000 [1/1/2011
w Sheila 6 s Active Aoprowey charge Codelg 107000 [1/112012
W Sheila 6 s Active }T\Emgg}-cmrge Codelg  |s98000  [9/20/2011
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Pre-Termination Actions

« Manager or Charge Code Reviewer
« Update information in SecApp

Outstanding t-card transactions
— Should be reconciled
— Before termination request

Not a Manager or Charge Code Reviewer
— Skip pre-termination
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Pre-Termination Actions

« Update a TEM manager in SecApp
« Mass update feature

« Name and UIN

— Old manager
— New manager

\_ /




Security Application

¢ User session was expired, redirected to home page

Logged on is userd
WELCOME to the University of lllinois Security Application Website! The Security Application is a central location for University employees to request and authorize access to various University applications. The Security Application supports creates,
deletes, and updates of security pmvileges.

Primary sections of the Security Application include:

Initiate Request - Allows any University employee identified as a Unit Security Contact to initiate a security request. Only employees identified as Unit Security Contact can initiate security requests (instructions on using the Security Application can be
found on the USC website).

Authorize Request - Allows any University employee identified as an Authorizer to authorize security requests. Authorizers can only authorize security requests to applications for which they are responsible. Only employees identified as Authorizer can
authorize security requests. [Security Application Instructions for Authorizers)

Search Requests - Search requests by Enterprise 1D or UIN.
Security Browser - View existing security access by Enterprise ID or UIN.

FY13 Access Review - Mandatory User Access Review for Fiscal Year 2013

If you have any questions regarding the Ul Secunty Request Form, please contact the AITS Service Desk. AITS Service Desk phone numbers are (217) 333-3102%8) for UIUC and UIS, and (312) 996-4806%@) for UIC.
] I
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Ul-Integrate Access Request Form

USC Name: usert
USC Email Address: kcarlso1@illinois.edu.xxxyyyzzz
Request Date: 02/10/2013

USC Department Information

Please select the appropriate Campus, College and Department. The Campus, College and Departments available are those that the USC is allowed to make requests for and indicate which department made the
request. The selected Campus will determine who authonizes the request

Campus: UIUC - Champaign/Urbana v *

College / Department: NB v s 223 v *

Account Owner Information

Please enter UIN and click Retrieve. Invalid UIN requests will not be processed

i



Account Owner Information

Please enter UIN and click Retrieve. Invalid UIN requests will not be processed.

U

Important: The following information is required by USC

* [ Yes, | have confirmed the department has a signed copy of the Information Security Compliance Form on file.

. | have reviewed and updated all Security Collection Information requested herein. | have shared and received approval from my Campus Unit Head, or hisfher designee to provide this information to AITS Security
O and/or the authorizers.

0 Account Owners must receive training before using any portion of the Ul-ntegrate system. If requesting access to the UlIntegrate system, please acknowledge that the Account Owner has received the
appropriate training by selecting the checkbox.

m

Important: All fields with an asterisk * are required information for the Account Owner. Requestor/Supenisor is the manager or other individual who has approved the account owner's request for security.

Enterprise ID:
Name:

Email Address:
Job Title:
Phane Number:

Employment Status:
Tl



Important: The following information is required by USC -

* Yes, | have confirmed the department has a signed copy of the Information Security Compliance Form on file.

| have reviewed and updated all Security Collection Information requested herein. | have shared and received approval from my Campus Unit Head, or his/her designee to provide this information to AITS Security
and/or the authorizers.

Account Owners must receive training before using any portion of the Ul-Integrate system. If requesting access to the UlIntegrate system, please acknowledge that the Account Owner has received the
appropriate training by selecting the checkbox.

Important: All fields with an asterisk * are required information for the Account Owner. Requestor/Supenisor is the manager or other individual who has approved the account owner's request for security.

Enterprise ID: agoodrum
Name: Autumn E Goodrum
Email Address: agoodrum@illinois.edu
Job Title: ASST DIR UNIV PAYABLES
Phane Mumber: (217) 333-3096

Employment Status: Active

Supenisor Name:

* Does Account Owner require access to data across ALL campuses? No ¥
Important: Selecting Yes will cause the request to be delayed or denied if the Account Owner does not require this access.
Note: If the Account Owner is University Administration, Financial Aid, or MRRT (Multiple Records Resolution Team), then they probably need multi-campus access.

Active Date:  ~SELECT- hd ¥ Unless specified, request will be processed as soon as possible

TERMINATED or TRANSFER EMPLOYEES: If this Account Owner is no longer a University employee or has transferred into another department, and departmental access to the Ul-
Integrate System needs to be removed, please select this checkbox. You will be notified when access for this account owner has been removed.

Continue -

1l 3



8 ¥
Home  Logout
UlFinance | UIHR-Pay | Ul Student | ContractMgt | Cross Module Profiles | HRFrontEnd | Other Applications | PARIS | TEM ; Reports-Finance | Reports-HR-Pay | Reports-Student | View/Submit Request

Security Application

Account Owner: Autumn E Goodrum Home=Initiate Request

Hoduies Security Main Menu
Ul Finance
i This section contains all University security that can be requested using the Security Application. Upon completing the request, please review the request summary to submit the request. The types of security, as listed in the left margin,
Ul Student include:
Contract Mat
Cross Module Profiles Ul Finance - Collects information necessary to enroll users in the Ul-Integrate Finance and iBuy Systems.
HR Front End - ) .
Ul HR-Pay - Collects information necessary to enroll users in the Ul-Integrate Human Resource and/or Payroll Systems.
Other Applications
PARIS Ul Student - Collects information necessary to enroll users in the UHntegrate Student System
IEM
T TITET Cantract Mgt - Profiles dealing with access to the Contract Management System (Prodagio)
Reports-HR-Pay ) ) - N~ .
Cross Module Profiles - Profiles which are used for more than one module (Student, Finance, HR). These profiles require authorization from the cross-functional team.
Reports-Student
View/Submit Request HR Front End - Profiles dealing with access to the HR Front End application.

Other Applications - Non Ul-Integrate applications. Currently, includes profiles for PRMS and PHD/COS access.
PARIS - Profiles that are appropriate for users who need to process Current Pay Period Adjustments.
TEM - Profiles dealing with access to the Travel and Expense Management (TEM) system.

Reports-Finance - Reports associated with the Ul-Integrate Finance System.




& ¥

ome  Logout

Security Application ;

UlFinance | UIHR-Pay | Ul Student | ContractMgt | Cross Module Profiles | HRFrontEnd | Other Applications | PARIS | TEM ; Reports-Finance | Reports-HR-Pay | Reports-Student | View/Submit Request

Account Owner: Autumn E Goodrum Home=Initiate Request=TEM

Increments TE M Secu rl ty

Required TEM Setup

e ATTENTION USC: You must request the REQUIRED TEM PROFILE before requesting any other TEM access if user doesn't have TEM access.
General Users
Power Users This section contains all TEM Security profiles, grouped together by type. The types of TEM Security, as listed in the left margin, include:

Required TEM Setup - Profile required for TEM Access
Charge Code Reviewer - Charge Code Reviewer Profiles
General Users - General User Profiles

Power Users - Power User Profiles

If you have any questions regarding the Ul Security Request Form, please contact the AITS Senice Desk. AITS Senvice Desk phone numbers are (217) 333-3102 for UIUC and UIS, and (312) 996-4806 for UIC.
Comments regarding the Ul Security Request form can be forwarded to AITS Secunfy

University of illinois, Office of Administrative Information Technology Services [AITS)




Increments

Required TEM Setup
Charge Code Reviewer
General Users

Power Users

® ¥

Security Application Home  Logout

Other Applications | PARIS | TEM | Reports-Finance | Reports-HR-Pay | Reports-Student | View/Submit Request

UlFinance | UIHR-Pay | Ul Student | Contract Mgt | Cross Module Profiles | HR Front End

Home=>Initiate Request>TEM>General Users

Account Owner: Autumn E Goodrum

General Users

ATTENTION USC: You must request the REQUIRED TEM PROFILE before requesting any other TEM access if user doesn't have TEM access.

Note:
You must save your selection by clicking the Save button before proceeding to another screen. If you do not click the Save button, all selections will be lost.

. Current . i

_ Profile Name Authorizer Comments Action Settings

Double Click on the profile name to see info about the profile Access *= Required
General Users | -

0 - Replace TEM Manager*

Mass Change TEM Manager

View/Submit Request

If you have any questions regarding the Ul Secunty Request Form, please contact the AITS Semvice Desk. AITS Service Desk phone numbers are (217) 333-3102 for UIUC and UIS, and (312) 996-4806 for UIC.

Comments regarding the Ul Security Request form can be forwarded to AITS Security
i}

m



Increments

Required TEM Setup
Charge Code Reviewer
General Users

Power Users

Security Application

UlFinance | UIHR-Pay | Ul Student | ContractMgt | Cross Module Profiles | HRFrontEnd | Other Applications | PARIS | TEM ; Reports-Finance

Account Owner: Tammy M Ziegler

Mass Change TEM Manager Settings

ATTENTION USC: You must request the REQUIRED TEM PROFILE before requesting any other TEM access if user doesn't have TEM access.

Note: You must save your selection by clicking the Save button befare proceeding to another screen. If you do not click the Save button, all selections will be lost.

Home  Logout
Reports-HR-Pay | Reports-Student | View/Submit Request

Home>Initiate Request>TEM>General Users>5Settings

You have selected a profile that has required or optional settings. Please make the following selections.

TEM will not allow a user to be his/her own approver, it will keep the original manager.

Replace TEM Manager (required)

Old Manager UIN

I

m
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Security Application ey pe
ul \ Ul HR- \ ul \ Contract \ Cross Module \ HR Front | Other | PARIS | TEM | Reports- \ Reports-HR- \ Reports- \ View/Submit

Finance Pa Student Mgt Profiles End Applications Finance Pa: Student Request

Account Owner: Autumn E Goodrum Home>Initiate Request>TEM>General Users>Settings

Increments
Required TEM Setup
BIS i 1

. _ Mass Change TEM Manager Settings
Charge Code Reviewer
General Users
PAYROLL
Power Users
UPAY Note: You must save your selection by clicking the Save button before proceeding to another screen. If you do not click the Save button, all selections will be lost.

e Settings saved successfully

ATTENTION USC: You must request the REQUIRED TEM PROFILE before requesting any other TEM access if user doesn’t have TEM access.

You have selected a profile that has required or optional settings. Please make the following selections

TEM will not allow a user to be his/her own approver, it will keep the original manager

Replace TEM Manager (required)

Old Manager UIN

T éroﬁ-les

If you have any questions regarding the Ul Security Request Form, please contact the AITS Service Desk. AITS Service Desk phone numbers are (217) 333-3102 for UIUC and UIS, and
(312) 996-4806 for UIC

Comments regarding the Ul Security Request form can be forwarded to AITS Securnty

University of lllinois, Office of Administrative Information Technology Services (AITS)



Security Request Summary

Please review this University Security request. Selecting Submit will automatically forward the request to the appropriate source. You will receive notification when the
requested access has been granted.

Disclaimer:

For Ul Integrate Security requests, this form emails requests directly to Ul Integrate Authorizers. Upon approval, the authorizer will send the request to AITS Secunty and
the access will be granted. AITS Security does not receive a copy of the unapproved request. It is the job of the USC to follow-up with Ul Integrate Authorizers if a
submitted request is not approved.

USC Mame: Irutledg
USC Email Address: lrutledg@illinois.edu
Request Date: 02/12/2013

Account Owner Information

Mame: Autumn E Goodrum Campus: UIUC - Champaign/Urbana
Enterprise ID: agoodrum College / Dept: NE /681
UIN: 655297198 Employment Status:
Job Title: ASST DIR UNIV PAYABLES Active Date:
Phone Mumber: (217) 333-9096
Supenisor Mame: test
TEM Security Request
General Users
Authonzer: Mo Authorization Required
Email:
Phone Number:
_ Profile Name_ Auth Action
Double Click on the profile name to see info about the profile |
Mass Change TEM Manager No Add ~
Replace TEM Manager: 650309741 (James Martinie) Add

[ Submit | [ Profiles | [ Back | [ Reset |

m
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« Update Charge Code Reviewers

* Need name and UIN
— Charge Code Reviewer
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Security Application

» User session was expired, redirected to home page

Logged on is userd
WELCOME to the University of lllinois Security Application Website! The Security Application is a central location for University employees to request and authorize access to various University applications. The Security Application supports creates,
deletes, and updates of security prvileges.

Primary sections of the Security Application include:

Initiate Request - Allows any University employee identified as a Unit Security Contact to initiate a security request. Only employees identified as Unit Security Contact can initiate security requests (instructions on using the Security Application can be
found on the USC website).

Authorize Request - Allows any University employee identified as an Authorizer to authorize security requests. Authorizers can only authorize security requests to applications for which they are responsible. Only employees identified as Authorizer can
authorize security requests. [Security Application Instructions for Authorizers)

Search Requests - Search requests by Enterprise 1D or UIN.
Security Browser - View existing security access by Enterprise ID or UIN.

FY13 Access Review - Mandatory User Access Review for Fiscal Year 2013

If you have any questions regarding the Ul Secunity Request Form, please contact the AITS Service Desk. AITS Service Desk phone numbers are (217) 333-310208) for UIUC and UIS, and (312) 996-4806%) for UIC.

4 1]




Security Application

Ul-Integrate Access Request Form

USC Name: user1
USC Email Address: kcarlso1@illinois.edu.xxxyyyzzz
Request Date: 02/10/2013

USC Department Information

Please select the appropriate Campus, College and Department. The Campus, College and Departments available are those that the USC is allowed to make requests for and indicate which department made the
request. The selected Campus will determine who authonzes the request

Campus: UIUC - Champaign/Urbana v *

College / Department: NB v / 223 v *

Account Owner Information
Please enter UIN and click Retrieve. Invalid UIN requests will not be processed

1]

& ¥
Home  Logout

Home>Initiate Request

11



Account Owner Information

Please enter UIN and click Retrieve. Invalid UIN requests will not be processed.

UIN: 123498765

Important: The following information is required by USC
* [ Yes, | have confirmed the department has a signed copy of the Information Security Compliance Form on file.

. | have reviewed and updated all Security Collection Information requested herein. | have shared and received approval from my Campus Unit Head, or his/her designee to provide this information to AITS Security
B and/or the authorizers.

0O Account Owners must receive training before using any portion of the Ul-Integrate system. If requesting access to the UlIntegrate system, please acknowledge that the Account Owner has received the
appropriate training by selecting the checkbox.

Important: All fields with an asterisk * are required information for the Account Owner. Requestor/Supendsor is the manager or other individual who has approved the account owner's request for security.

Enterprise ID:
Name:

Email Address:
Job Title:
Phane Number:

Employment Status:
1

m



Important: The following information is required by USC -

* [¥] Yes, | have confirmed the department has a signed copy of the Information Security Compliance Form on file.

| have reviewed and updated all Security Collection Information requested herein. | have shared and received approval from my Campus Unit Head, or his/her designee to provide this information to AITS Security
and/or the authorizers.

Account Owners must receive training before using any portion of the Ul-Integrate system. If requesting access to the UkIntegrate system, please acknowledge that the Account Owner has received the
appropriate training by selecting the checkbox.

Important: All fields with an asterisk * are required information for the Account Owner. Requestor/Supenisor is the manager or other individual who has approved the account owner's request for security.

Enterprise ID: agoodrum
MName: Autumn E Goodrum
Email Address: agoodrum@illinois.edu
Job Title: ASST DIR UNIV PAYABLES
Phone Number: (217) 333-9096

Employment Status: Active

Supenisor Name:

* Does Account Owner require access to data across ALL campuses? No ¥

Important: Selecting Yes will cause the request to be delayed or denied if the Account Owner does not require this access.

Note: If the Account Owner is University Administration, Financial Aid, or MRRT (Multiple Records Resolution Team), then they probably need multi-campus access.
Active Date:  -SELECT- - ¥ Unless specified, request will be processed as soon as possible

TERMINATED or TRANSFER EMPLOYEES: If this Account Owner is no longer a University employee or has transferred into another department, and departmental access to the Ul-
Integrate System needs to be removed, please select this checkbox. You will be notified when access for this account owner has been remaved.

Continue -

11 3
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Home  Logout
UlFinance | UIHR-Pay | Ul Student | ContractMgt | Cross Module Profiles | HRFrontEnd | Other Applications | PARIS | TEM ; Reports-Finance | Reports-HR-Pay | Reports-Student | View/Submit Request

Security Application

Account Owner: Autumn E Goodrum Home=Initiate Request

Noduies Security Main Menu
Ul Finance
i This section contains all University security that can be requested using the Security Application. Upon completing the request, please review the request summary to submit the request. The types of security, as listed in the left margin,
Ul Student include:
Contract Mat
Cross Module Profiles Ul Finance - Collects information necessary to enroll users in the Ul-Integrate Finance and iBuy Systems.
HR Front End . . .
Ul HR-Pay - Collects information necessary to enroll users in the UlHntegrate Human Resource and/or Payroll Systems.
Other Applications
PARIS Ul Student - Collects information necessary to enroll users in the UlHntegrate Student System
IEM
T TITET Cantract Mgt - Profiles dealing with access to the Contract Management System (Prodagio)
Reports-HR-Pay ) ) . A .
Cross Module Profiles - Profiles which are used for more than one module (Student, Finance, HR). These profiles require authorization fram the cross-functional team.
Reports-Student
View!Submit Request HR. Front End - Profiles dealing with access to the HR Front End application.

Other Applications - Non Ul-Integrate applications. Currently, includes profiles for PRMS and PHD/COS access.
PARIS - Profiles that are appropriate for users who need to process Current Pay Period Adjustments.
TEM - Profiles dealing with access to the Travel and Expense Management (TEM) system.

Reports-Finance - Reports associated with the Ul-Integrate Finance System.
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ome  Logout

Security Application ;

UlFinance | UIHR-Pay | Ul Student | ContractMgt | Cross Module Profiles | HRFrontEnd | Other Applications | PARIS | TEM ; Reports-Finance | Reports-HR-Pay | Reports-Student | View/Submit Request

Account Owner: Autumn E Goodrum Home=Initiate Request>TEM

Increments TE M Secu rl ty

Required TEM Setup

e ATTENTION USC: You must request the REQUIRED TEM PROFILE before requesting any other TEM access if user doesn't have TEM access.
General Users
Power Users This section contains all TEM Security profiles, grouped together by type. The types of TEM Security, as listed in the left margin, include:

Required TEM Setup - Profile required for TEM Access
Charge Code Reviewer - Charge Code Reviewer Profiles
General Users - General User Profiles

Power Users - Power User Profiles

If you have any questions regarding the Ul Secunty Request Form, please contact the AITS Semnice Desk. AITS Sewice Desk phone numbers are (217) 333-3102 for WIUC and UIS, and (312) 996-4806 for LIC.
Comments regarding the Ul Security Request form can be forwarded to AITS Security

University of Illinois, Office of Administrative Information Technology Services (AITS)




Increments

Required TEM Setup
Charge Code Reviewer
General Users

Power Users

. . . et X4
Security Application i u‘i

UIHR-Pay | Ul Student | Contract Mgt | Cross Module Profiles | HRFrontEnd | Other Applications | PARIS | TEM | Reports-Finance | Reports-HR-Pay
Home=Initiate Request>TEM=Charge Code Reviewer

Ul Finance Reports-Student | View/Submit Request

Account Owner: Autumn E Goodrum

Charge Code Reviewer

ATTENTION USC: You must request the REQUIRED TEM PROFILE before requesting any other TEM access if user doesn't have TEM access.

Note:
You must save your selection by clicking the Save button before proceeding to another screen. If you do not click the Save button, all selections will be lost.

. Current - i

Profile Name Authorizer Comments Action Settings

Double Click on the profile name to see info about the profile ACCESS *= Required
0 A Organization Access®

Charge Code Reviewer

View/Submit Request

If you have any questions regarding the Ul Secunty Request Form, please contact the AITS Service Desk. AITS Service Desk phone numbers are (217) 333-3102 for UIUC and UIS, and (312) 996-4806 for UIC.
Comments regarding the Ul Security Request form can be forwarded to AITS Securify

i1
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ul | UIHR-
Finance Pay

Security Application

Account Owner: Autumn E Goodrum

v

8 ¥
Home

Logout
u I Contract | Cross Module | HR Front | Other | pARIS | TEM | Reports- | Reports-HR- | Reports- | View!Submit |
Student Mgt Profiles End Applications Finance Pay Student Request

Home=Initiate Request=TEM=Charge Code Reviewer=Settings

Increments

Required TEM Setup
Charge Code Reviewer
General Users

Power Users

Charge Code Reviewer Settings

ATTENTION USC: You must request the REQUIRED TEM PROFILE before requesting any other TEM access if user doesn't have TEM access.

MNote: You must save your selection by clicking the Save button before proceeding to another screen. If you do not click the Save button, all selections will be lost.

You have selected a profile that has required or optional settings. Please make the following selections.

ATTENTION USC: If you are adding a person as Charge Code Reviewer and one is already set up, they will be deleted as the Charge Code Reviewer fram Banner. There can only be ane
primary charge code reviewer and one alternate charge code reviewer per chart/org.

Organization Access (required)

Chart Of Accounts Organization User Type | Action

~SELECT- ¥ | -8ELECT- ¥ | -SELECT- hd hd

m

If you have any questions regarding the U Secunity Request Form, please contact the AlTS Service Desk. AITS Service Desk phone numbers are (217) 333-3102 for UIUC and UIS,

and (312) 996-4806 for UIC.
Gomments regarding the Ul Securnty Request form can be forwarded fo AITS Security

L
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Security Application

n E Goodrum Home=Initiate Request=V

Security Request Summary

Plezse review this University Security request. Selecting Submit will sutomaticalhy forward the request to the sppropriste source. You will receive notification when the reguested access has been granted.

Disclaimer:
For Ul Integrate Security requests, this form emails regue: irecthy to Ul Integrate Authorizers. Upon approval, the authorizer will send the reguest to AITS Security and the access will be granted. AITS Security doss not receive a
copy of the unapproved request. It is the job of the USC to follow-up with Ul Integrate Authorizers if 3 submitted reguest is not approved.

USC MName: useri
USC Email Address: kearlsol@illinois.edu.soyyyzzz
Reguest Date: 02192013

Account Owner Information

Mams: Autumn E Goodrum Campus: UIUC - Champaign/Urbana
Enterprise 10 agoodrum College / Dept: NB /223
UIN: 655287138 Employment Status:
Job Title:  A55T DIR UNIV PAYABLES Active Date:

Phone Mumbsr: (217) 333-3096

Supsrvisor Name:  adf

TEM Security Request

Charge Code Reviewer

Autharizer: No Authorization Required
Email:
Phone Numbsr:

Profile Hame Auth Action
Doubls Cllok on fhe profile nams fo e Info about the proflle
Charge Code Reviewsr Mo Add -
UA [Central Admin] GX0000 TEM Primary Charge Code reviewer Add

[(Submit | [ Profies | [Back] [Resst]

If you have any questions regarding the Ul Secunty Request Form, please contact the AITS Senvice Desk. AITS Senace Desk phone numbers are [217) 333-3102 for VNG and UIS, and (312} 356-4806 for UIG.

ubmit Request

1
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Security Application H;:; m_;

Home>Request Confirmation

Request Submitted

The authorizers you have chosen have been contacted regarding the profiles requested.
You have been copied on all emails sent.
If you have any questions, concerns or prablems, please send email to AITS Security at aazsecu@uillinois.edu.

Thank you for using the AITS Security Ul Integrate Production Access Request Form.

If you have any questions regarding the Ul Secunty Request Form, please contact the AITS Service Desk. AITS Service Desk phone numbers are (217) 333-3102 for UIUC
and UIS, and (312) 996-4806 for UIC.
Comments regarding the Ul Security Request form can be forwarded fo AITS Security

University of lllinois, Office of Administrative Information Technology Senvices (AITS)
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travel & expense management

Pre-Termination Actions

 If employee Is leaving and is t-card holder:
— Notify UPAY Card Services
— Department Card Manager (DCM)
— Reconcile all outstanding transactions
— Relinquish t-card to DCM

« DCM

— Cancel and destroy t-card
— Contact UPAY Card Services

/




travel & expense management

3. Submit a Termination
Request in the SecApp

\_ /
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Security Application 9 ©
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Home

« User session was expired, redirected to home page

Logged on is user
WELCOME to the University of lllinois Security Application Website! The Security Application is a central location for University employees to request and authorize access to various University applications. The Security Application supports creates,
deletes, and updates of security privileges.

Primary sections of the Security Application include:

Initiate Request - Allows any University employee identified as a Unit Security Contact to initiate a security request. Only employees identified as Unit Security Contact can initiate security requests (instructions on using the Security Application can be
found on the USC website).

Authorize Request - Allows any University employee identified as an Authorizer to authorize security requests. Authorizers can only authorize security requests to applications for which they are responsible.Only employees identified as Authorizer can
authorize security requests. (Security Application Instructions for Authorizers)

Search Requests - Search requests by Enterprise ID or UIN.
Security Browser - View existing security access by Enterprise ID or UIN.

FY13 Access Review - Mandatory User Access Review for Fiscal Year 2013

If you have any questions regarding the Ul Security Request Form, please contact the AITS Service Desk. AITS Service Desk phone numbers are (217) 333-3102&) for UIUC and UIS, and (312) 996-4806&) for UIC. ¥,
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Security Application

Ul-Integrate Access Request Form

USC Name: user1
USC Email Address: kcarlso1@illinois.edu.xxxyyyzzz
Request Date: 02/10/2013

USC Department Information

Please select the appropriate Campus, College and Department. The Campus, College and Departments available are those that the USC is allowed to make requests for and indicate which department made the
request. The selected Campus will determine who authonizes the request

Campus: UIUC - Champaign/Urbana v *

College / Department: NB v / 223 v *

Account Owner Information
Please enter UIN and click Retrieve. Invalid UIN requests will not be processed

1

Home  Logout
Home>Initiate Request

1t



Account Owner Information

Please enter UIN and click Retrieve. Invalid UIN requests will not be processed.

UIN: 156879842

Important: The following information is required by USC
* Yes, | have confirmed the department has a signed copy of the Information Security Compliance Form on file.

| have reviewed and updated all Security Collection Information requested herein. | have shared and received approval from my Campus Unit Head, or his/her designee to provide this information to AITS Security
and/or the authorizers.

Account Owners must receive training before using any portion of the Ul-Integrate system. If requesting access to the Ulntegrate system, please acknowledge that the Account Owner has received the
appropriate training by selecting the checkbox.

m

Important: All fields with an asterisk * are required information for the Account Owner. Requestor/Supenisor is the manager or other individual who has approved the account owner's request for security.

Enterprise ID:
MName:

Email Address:
Job Title:
Phone Number:

Employment Status:
11



Important: The following information is required by USC -

* Yes, | have confirmed the department has a signed copy of the Information Security Compliance Form on file.

| have reviewed and updated all Security Collection Information requested herein. | have shared and received approval from my Campus Unit Head, or his/her designee to provide this information to AITS Security
and/or the authorizers.

Account Owners must receive training before using any portion of the Ul-Integrate system. If requesting access to the Ul-Integrate system, please acknowledge that the Account Owner has received the
appropriate training by selecting the checkbox.

Important: All fields with an asterisk * are required information for the Account Owner. Requestor/Supenisor is the manager or other individual who has approved the account owner's request for security.

Enterprise ID: agoodrum
Name: Autumn E Goodrum
Email Address: agoodrum@illinois.edu
Job Title: ASST DIR UNIV PAYABLES
Phone Number: (217) 333-9096
Employment Status: Active

Supenisor Name:

* Does Account Owner require access to data across ALL campuses? No ¥
Important: Selecting Yes will cause the request to be delayed or denied if the Account Owner does not require this access.
Note: If the Account Owner is University Administration, Financial Aid, or MRRT (Multiple Records Resolution Team), then they probably need multi-campus access.

Active Date:  -SELECT- + v ¥ Unless specified, request will be processed as soon as possible

TERMINATED or TRANSFER EMPLOYEES: If this Account Owner is no longer a University employee or has transferred into another department, and departmental access to the Ul-
Integrate System needs to be removed, please select this checkbox. You will be notified when access for this account owner has been remaoved.

Continue -

1 3
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Security Application > <

Home Logout

Home=Initiate Request

+ You have selected the TERMINATE/TRANSFER Employee’ checkbox. Please click the Confirm button to submit this Terminate/Transfer request. Otherwise, click
Cancel.

WARNING:

1

You have selected the TERMINATE/TRANSFER Employee' checkbox. Please click the Confirm button to submit this Terminate/Transfer
reqguest. Otherwise, click Cancel

[ Confirm ] [ Cancel ]

Ul-Integrate Access Request Form

USC Name: user1
USC Email Address: kcarlsol@illinois.edu.xxxyyyzzz
Request Date: 0211272013

USC Department Information
Please select the appropriate Campus, College and Department. The Campus, College and Departments available are those that the USC is allowed to make requests for
and indicate which department made the request. The selected Campus will determine who authorizes the request.

Campus: UIUC - Champaign/Urbana + *

College / Department: MNB « j 223 = *

Account Owner Information

I




Security Application

Home>=Initiate Request

e agoodrum - This account has successfully been requested to be removed.

Ul-Integrate Access Request Form

USC Name: user1
USC Email Address: kcarlso1@illinois.edu.xxxyyyzzz
Request Date: 02122013

USC Department Information
Please select the appropriate Campus, College and Department. The Campus. College and Departments available are those that the USC is allowed to make requests for
and indicate which department made the request. The selected Campus will determine who authorizes the request.

Campus: UIUC - Champaign/Urbana + *

College / Department: MNB  ; 223 + =

Account Owner Information

Please enter UIN and click Retrieve. Invalid UIN requests will not be processed.

UIN:

Important: The following information is required by USC
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4. Tips and Tricks
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travel & expense management

Tips and Tricks

« General User
— One proxy creator

 Manager and Charge Code Reviewer
— One proxy reviewer

\_ /
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travel & expense management

Tips and Tricks

« USCs start termination process

« User leaving unit in advance
— No pending TEM transactions
— Reconcile all t-card transactions

« User has left
— Pending documents or unreconciled transactions
— Notify temhelp@uillinois.edu

\— Name, UIN, and ER numbers /



mailto:temhelp@uillinois.edu
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travel & expense management

Tips and Tricks

« Mass change manager function
— One-to-one basis

\_ /




New manager
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Tips and Tricks

travel & expense management

Mass change

Assigned as their own manager

Not allow

— Approve their own documents
Manager manually updated in SecApp

\_

/
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travel & expense management

Tips and Tricks

No transfer protocol
— Leaving one unit to go to another

All permissions terminated
— Employee transfers to new unit
— Leaves the University

Termination requests in the SecApp
— Terminate all permissions

« SecApp guestions
\— aitsservicedesk@uillinois.edu

/
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travel & expense management

5. Question and Answer
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Thank you for
attending!

/




